
Central Authentication System

The Central Authentication Service (CAS) is a single sign-on protocol for the web. Its purpose is to permit a

user to access multiple applications while providing their credentials (such as userid and password) only

once.  It  also  allows web  applications to  authenticate  users without  gaining  access to  a  user's security

credentials,  such  as  a  password.  The  name  CAS  refers  to  a  software  package  that  implements  this

protocol. For more details on CAS, visit http://jasig.org/cas [http://jasig.org/cas]

CAS in IIIT

CAS in IIIT is powered by JA-SIG CAS v3.3.5. The system provides a single-sign on solution for most of

the web-applications in IIIT. It authenticates the user's e-mail address against the IIIT LDAP Server, thus

building on the concept of “One Identity, One Password”. As of now, the system does not support Single

Sign-Out.  Logging  out  from the  application  will  log  the  user out  from CAS  as  well  as  that  particular

application but not from other applications. The user has to manually log-out from all the applications into

which he has signed into.

CAS Service URL

The CAS Service URL is https://login.iiit.ac.in/cas [https://login.iiit.ac.in/cas]

Manual Login/Logout

In  case  you  wish  to  login  to  CAS  seperately,  you  can  do  so  by visiting  the  URL  https://login.iiit.ac.in

/cas/login [https://login.iiit.ac.in/cas/login]. To logout from CAS manually, visit https://login.iiit.ac.in/cas/logout

[https://login.iiit.ac.in/cas/logout]

For Developers

Please choose your language to get information on how to integrate your application with CAS

Python

PHP

ASP.NET
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